If an offer or opportunity seems too good to be true, it’s probably a scam.

Never wire money, send gift cards, or send a check to a stranger.

If someone claims to be from a federal agency, call the office to confirm.

Never accept money from a stranger promising you can keep some of it.

If you suspect you’ve been hacked, change your passwords immediately.

Help Starts Here: Visit FraudSupport.org
The Problem
Knowing where to go and what to do after a cybercrime occurs can be confusing. As an individual or small business, you may struggle to find help, and the response from different agencies varies depending on where you live.

The Solution
FraudSupport.org
A first of its kind resource database to provide you with guidance on how to report, recover and reinforce after a cybercrime, giving you a place to turn for the simple answers you need.

Help Starts Here: Visit FraudSupport.org