If your device is running out of power quickly, slows down, gets warm, reboots, or switches itself off, you may have downloaded a malicious gaming app.

If you are locked out of your gaming account, someone may have gotten ahold of your username, password, email address, or parent’s credit card information.

If another gamer is harassing you, making inappropriate comments, or saying things that make you feel uncomfortable, you may be experiencing cyberbullying or cyber harassment.

**If you notice any of these warning signs, please let an adult know right away.**

Parents: please visit FraudSupport.org for steps to help your family report and recover from cybercrime.

Don’t create a gaming username that uses personal information like your real name, location or birthday.

Create a strong password and use 2-factor authentication to add extra protection to your gaming account.

Don’t share your username or password with anyone except your parents.

Don’t share personal information with people you don’t know.
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